Information Privacy and Security Council (IPSC) Meeting Agenda
September 17, 2025, 1:30 p.m. to 2:30 p.m.
1151 Punchbowl Street, Conference Room 410, Honolulu, Hawaii 96813

This meeting will be conducted remotely. Members of the public may participate via interactive
conference technology (ICT) or in person at the physical meeting location indicated above.

Click here to join the meeting Or call in (audio only) +1 808-824853, 261995040#
Meeting ID: 270 800 066 711 9 Phone Conference ID: 261 995 040#
Passcode: q8nW9TW2

AGENDA

l. Call to Order

Il. Review and Approval of the June 18, 2025, Meeting Minutes

[ll.  Public Testimony; Discussion and vote on Public Testimony Time Limit
Individuals may provide oral testimony during the meeting, or submit written testimony in
advance, on any agenda item. Oral testimony will be limited to the time decided by the
IPSC per person or organization per agenda item via the virtual Teams conference room
or in person at the physical meeting location indicated above. Written testimony may be
sent via e-mail to ets@hawaii.gov, Subject: IPSC Testimony; or mailed to IPSC, at
1151 Punchbowl! Street, Room B-10, Honolulu, Hawaii, 96813.

IV.  Annual Privacy Impact Assessment (PIA) Process; Discussion and Appropriate Action

a. Any government agency that maintains one or more personal information (PI)
systems must submit to the IPSC an annual report on the existence and character
of each Pl system added or eliminated since the agency’s previous annual report,
pursuant to HRS §487N-7. Annual reports are due no later than September 30
of each year.

b. Provide report updates on the annual process.

V. CISA Cross-Sector Cybersecurity Performance Goals (CPG); Discussion and Appropriate
Action

a. Maintained by the Cybersecurity and Infrastructure Security Agency, the CPGs
are a subset of cybersecurity practices meant to provide baseline of voluntary,
prioritized, and actionable cybersecurity practices.

b. Discussion on CPGs to manage cybersecurity risks.


https://teams.microsoft.com/l/meetup-join/19%3ameeting_NDViNzFkODEtMGMxOS00YmVhLTkyZjEtNGJhM2E2OWFhZWIy%40thread.v2/0?context=%7b%22Tid%22%3a%223847dec6-63b2-43f9-a6d0-58a40aaa1a10%22%2c%22Oid%22%3a%2288f6d387-fd95-49dd-acf2-c5a19d407ce8%22%7d
tel:+18088294853,,261995040
mailto:ets@hawaii.gov
https://ipsc.hawaii.gov/reports/submit-agency-reports/
https://www.cisa.gov/cross-sector-cybersecurity-performance-goals

VI. Hawaii Public Sector Cybersecurity Summit 2025; Discussion and Appropriate Action

a. Event date: December 3, 2025. This summit will focus on addressing the
unique cybersecurity challenges faced by the public sector. The event brings
together government leaders and IT security professionals to discuss
strategies for safeguarding sensitive information, enhancing cybersecurity
infrastructure, and staying ahead of evolving threats. Attendees can expect
expert insights, collaborative discussions, and practical solutions tailored to
the needs of public sector organizations.

b. Discussion on the agenda, events or activities.
VII. October is Cybersecurity Month; Discussion and Appropriate Action
a. Discussion of planned events and activities.
VIIl. Good of the Order
a. Announcements
b. Next scheduled meeting: November 19, 2025

IX. Adjournment

This ICT meeting will allow participants to enable live closed captioning during the
meeting.

Auxiliary Aid or Accommodation Due to a Disability

If you require an auxiliary aid/service or other accommodation due to a disability, contact Lisa
Huang at (808) 586-6000 or email lisa.huang@hawaii.gov as soon as possible. Requests made
as early as possible have a greater likelihood of being fulfilled. Upon request, this notice is
available in alternate/accessible formats.



https://events.govtech.com/Hawaii-Public-Sector-Cybersecurity-Summit.html
mailto:lisa.huang@hawaii.gov

